POLICY: COMPUTER/INTERNET ACCEPTABLE USE POLICY AGREEMENT

Overview

Access to information is fundamental to citizenship and the foundation for further educational attainment. The Board generally supports access by staff and students to educational technology that allows rich information resources along with the development of appropriate skills to analyze and evaluate such resources. Our goal in providing educational technology to teachers, staff and ultimately students, is to promote educational excellence in Springfield Public Schools by facilitating resource sharing, innovation and communication. Any use of this educational technology and/or electronic communication that substantially disrupts or interferes with the orderly operation of the school or the rights of other pupils will not be tolerated in or outside of the school facilities or school day.

The Internet, for example, is an electronic communications network that provides vast, diverse and unique resources. To support the proper delivery of information via the Internet, the District has in place filtering software. Filtering software, however, is not 100% effective; while filters make it more difficult for objectionable material to be received or accessed, filters are not a solution in themselves. It is the user’s responsibility not to initiate access to materials that are inconsistent with the goals, objectives and policies of the educational mission of the District. The Board believes that the benefits to staff and students from access in the form of information resources and opportunities for collaboration exceed the disadvantages.

Internet access is coordinated through a complex association of government agencies, and regional and state networks. Recognizing that the Internet is neither a regulated nor a policed entity, the Board requests that students and staff agree to use this resource of information as an aid in the learning according to the guidelines set forth. Therefore, the smooth operation of this resource relies upon the proper conduct of the end users who must adhere to these strict guidelines. These guidelines are provided so that users are aware of the responsibilities they are about to acquire. In general, this requires efficient, ethical and legal utilization of the equipment, computers, software and network resources.

Terms and Conditions

The use of equipment, computers, network resources and the Internet is a privilege, not a right, and inappropriate use will minimally result in the suspension and/or cancellation of those privileges. No reasonable expectation of continued use or access shall exist. The administration, faculty and staff of the Springfield Public Schools may deny, revoke or suspend specific user accounts/access. Violation of the terms of the policy may also result in more severe penalties as deemed necessary.
1. The use of an account and/or access must be consistent with the educational objectives of the Springfield Public Schools.

2. To transmit or knowingly receive any materials in violation of any United States, New Jersey, or Springfield Public Schools regulation or law is prohibited. This includes, but is not limited to, the following: copyrighted material, threatening, harassing, pornographic, obscene, or profane material, materials related to the illegal use or manufacture of restricted substances, defamatory or discriminatory material, or material protected by trade secret. Any use of this educational technology and/or electronic communication that substantially disrupts or interferes with the orderly operation of the school or the rights of other pupils will not be tolerated in or outside of the school facilities or school day. It may not be used to harass, intimidate or bully any person or persons. Any violation of law through the use of this technology may be dealt with through disciplinary action and may result in the suspension and/or cancelation of privileges.

3. Commercial activities, product advertising, political lobbying and extensive personal use, including spamming, are prohibited.

4. Network Etiquette – All computer users are expected to abide by the generally accepted rules of network etiquette. These include, but are not limited to, the following:
   a. Be polite. Do not be abusive in your messages to others.
   b. Use appropriate language. Do not swear, use vulgarities, or any other inappropriate language, material or images.
   c. Do not reveal the full name, phone number, or home address, or those of other persons when using the Internet.
   d. Note that electronic mail (email) and other computer use or storage is not guaranteed to be private or confidential. Network or other computer use or storage areas are and will be treated as school property. Computers, files and communications may be accessed and reviewed by District personnel and may be accessed by other computer users.
   e. Do not use computers or the network in such a way that would disrupt the use by other people. *Talk, Write, and Chat* commands may be intrusive and should only be used after receiving permission from a teacher. Chain letters and Internet relay chat are misuses of the system.
   f. Permission of the supervising staff member must be obtained before downloading large files.
   g. Disk space is limited. Remove outdated or unneeded files promptly.
   h. Gaining access to network resources with another person’s account or a fictitious name is illegal.
5. Installation of software on any of the district’s computer system is not allowed without approval of the Technology Department.

6. Students found guilty of vandalism will lose Internet privileges and may be subject to criminal prosecution. Parents and/or guardians are financially responsible for acts of vandalism committed by their children. Vandalism is defined as any malicious attempt to harm or destroy data or hardware on this system or any other system.

7. Respect the integrity of the computing system. Do not intentionally develop or activate programs that harass other users, infiltrate a computer system or alter the software components of a computer or system. This includes but is not limited to: revealing, or attempting to learn or use other users’ passwords, spreading viruses, attempting to "hack" into restricted systems or attempting to use administrative commands.

8. Only public domain files in which the author has given expressed written consent for online distribution, may be uploaded to the system. Students and teachers may download copyrighted material only for their own use following the fair use provisions in the U.S copyright law.

9. Security of any computer system is essential. Access to electronic resources is intended for the exclusive use of authorized individuals. If you feel you can identify a security problem on the Internet, you must notify a system administrator or faculty member. Do not demonstrate the problem to other users. Do not use another user’s account or share your account. Doing so will result in the loss of privileges for both parties.

10. Any problems that arise from the use of an account are the liability or responsibility of the account holder or user. All account holders or users hereby release Springfield Public Schools from any and all claims or damages of any nature arising from the access, use, or inability to access or use computers or the network system and by obtaining an account or use of the computers or network system agree to such and agree to indemnify and hold Springfield Public Schools harmless from same. Springfield Public School District makes no warranties of any kind for the information or the service it is providing.

11. Based upon needs determined by designated staff, independent student use of telecommunications and electronic resources may be permitted upon demonstration of proficiency. Independent student use shall require submission of permission forms and agreement forms by the parent and by the student.

12. Parents are ultimately responsible for conveying the standards that their children should follow when using all educational technology, including, but not limited to: hardware, telecommunications and electronic information sources as set forth by the District.

13. Any student, staff or community member who seeks to use the technological resource of the district, must sign an Acceptable Use Policy Agreement. In addition, all students must have a signed parent/guardian consent form.

14. Education will be provided about appropriate online behavior, including interacting with other individuals on social networking websites and in chat rooms and
cyberbullying awareness and response.

15. Electronic devices provided by the District are equipped with recording capabilities and may record or collect information on your activity or your use of the device. Springfield Public Schools shall not use any of the recording capabilities in a manner that would violate your privacy rights or any individual residing with you.

**Laptop Regulations**

1. Prior to the issuance of a laptop, students and parents must sign and agree to adhere to the Acceptable Use Policy. In addition, the student will be required to sign an acknowledgement when the laptop and its equipment are received.

2. The laptop is an educational tool and should be used in that capacity only. Any use of this educational technology and/or electronic communication that substantially disrupts or interferes with the orderly operation of the school or the rights of other pupils will not be tolerated in or outside of the school facilities or school day. It may not be used to harass, intimidate or bully any person or persons. Any violation of law through the use of this technology may be dealt with through disciplinary action and may result in the suspension and/or cancelation of privileges.

3. Once the laptop is issued, the student is responsible for it at all times. If the laptop or any of its components is suspected to be lost, students must report it immediately to the main office and the technology department.

4. Laptops are subjected to recall at any time by school personnel.

5. Keep all food and drinks away from the laptops.

6. DO NOT physically mark up the laptop or its storage case with writing, stickers, etc.

7. DO NOT remove the inventory tag – if the tag becomes damaged and/or worn, please report it immediately to the technology department.

8. Keep laptop in its storage case when not in use to avoid damage.

9. The student is the only authorized user of their assigned laptop. Never share or swap laptops with another student unless directed by a teacher or school administrator.

10. There is a possibility files or data stored on the laptop may be deleted when it requires repair. Note: All data will be deleted when the laptop is returned at the end of the year. The student is responsible to save and backup any schoolwork or pertinent data.


12. Use the laptop on a flat, stable surface.

13. Laptops must come to school fully charged.

14. Avoid touching the screen. When cleaning is necessary, wipe the laptop surface lightly with a soft cloth. Never use a cleaner, such as Windex or water, to clean laptop screens.
15. Do not rest pencils/pens or other items on the keyboard. Closing the laptop with items on
the keyboard may accidentally damage the screen.

16. Do not insert objects into ports (openings) in the laptop that are not intended to be
inserted.

17. Laptops are school district property. If a student fails to surrender their laptop prior to
leaving the Springfield Public Schools District, you will be in possession of stolen
property and charges will be filed.

**Parent or Guardian**

As the parent or guardian of ________________________________, I have read
the electronic resources Acceptable Use Policy, guidelines and laptop regulations
established by the Springfield Public Schools. I understand that my son/daughter has been
provided access to educational technology tools, networked computer services and resources
such as web-based applications, electronic mail and the Internet. I have read and discussed
with my child the district’s Acceptable Use Policy, laptop regulations and penalties
involved. I understand individuals and families may be held liable for violations. I further
understand that any violation of the regulations is unethical and should my child commit any
violation, his/her access privileges may be revoked, school disciplinary and/or appropriate
legal action may be taken and will be responsible for reimbursement of damage and/or loss.

I understand that some materials on the computers or internet may be objectionable, but I
accept responsibility for guidance of computer or internet use and conveying standards for
my child to follow when selecting, sharing or exploring information and media. I understand
that the district has taken reasonable precautions to prevent access by students to
objectionable material. I also understand that on a global network it is impossible to
effectively control the content of data at all times.

Parent or Guardian Name (Please Print)

______________________________________________________________

Parent or Guardian Signature ___________________________ Date _________________
Student User Agreement

I understand and will abide by the procedures and Acceptable Use Policy for educational technology tools and electronic resources of the Springfield Public Schools. I further understand that any violation of the regulations is unethical and should I commit any violation, my access privileges may be revoked, school disciplinary and/or appropriate legal action may be taken and will be responsible for reimbursement of damage and/or loss.

Student Name (Please Print)

______________________________________________________________________________

Student Signature ___________________________ Date ________________
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